Terrorism cover for employers purchasing the Construction Project All Risks policy

Policy Details
Thank you for choosing Allianz Engineering.

Our technical expertise built over many years of providing engineering insurance and inspection products and services means you can trust us to be there when you need us.

If you need further details or have any questions, your broker or local Allianz Engineering branch will be delighted to help. Alternatively help and guidance can be obtained from:

Allianz Engineering
Head Office
Haslemere Road
Liphook
Hampshire
GU30 7UN
UK

Important
The insurance cover provided by this Policy runs concurrently with a General Cover Policy. This insurance will be varied by clauses printed in the General Cover Policy Schedule.

Please read both the Terrorism and General Cover Policies together to ensure that you have the insurance cover required.
Terrorism

Allianz Insurance plc (referred to as ‘the Insurers’ or ‘Insurer’) will indemnify or otherwise compensate the Insured named in the Schedule (referred to as ‘the Insured’) in accordance with and subject to the terms and conditions of this insurance in return for the Insured having paid or agreed to pay the Insurance Premium for the Period of Insurance.

Your insurance policy is made up of this Policy including all Exclusions Extensions and Conditions the Schedule and the proposal which you made to the Insurers prior to taking out this cover. These documents shall be read together as one contract.

Any word or expression to which a specific meaning has been given shall have the same meaning wherever it may appear in this Policy.

Please read all the pages of this Policy and Schedule carefully to ensure that your insurance requirements are met.

For Allianz Insurance plc

Jonathan Dye
Chief Executive

Allianz Engineering is a trading name used by Allianz Insurance plc
Definitions

Territorial Limits

England and Wales and Scotland but not the territorial seas adjacent thereto as defined by the Territorial Seas Act 1987.

Note 1. This shall include the Channel Tunnel up to the frontier with the Republic of France, as set out by the Treaty of Canterbury.

Note 2. For the avoidance of doubt, this excludes Northern Ireland, the Isle of Man and the Channel Islands.

Act of Terrorism

Acts of persons acting on behalf of or in connection with any organisation which carries out activities directed towards the overthrowing or influencing by force or violence of Her Majesty’s government in the United Kingdom or any other government de jure or de facto.

General Cover Policy

Cover One, Cover Two, Cover Three and Cover Four of the Construction Project All Risks Policy specified in the Equipment Schedule to this Policy.

Schedule

The Equipment and Policy Schedules.

Event

All individual losses arising in respect of a continuous period of seventy two (72) hours of which the proximate cause is the same Act of Terrorism. The date and time that any such period of seventy two (72) hours shall commence will be set by the Insurers.

Property/Insured Property

Property as detailed in the Schedule to any General Cover Policy but excluding

1. property insured under a
   a. Marine, Aviation or Transit policy
   b. Motor Insurance policy
   c. reinsurance policy or agreement
   d. Bankers Blanket Bond

whether such policy or agreement includes cover for an Act of Terrorism or not

2. any land or building which is insured in the name of an individual and is occupied as a private residence or any part thereof which is so occupied, unless the building is used for both commercial and residential purposes and:
   a. both commercial and residential portions are insured under the same policy, and
   b. the square footage of the commercially occupied portion of the building exceeds 20% of the total square footage of the building.

Note: Trustees that hold blocks of flats and/or private dwelling houses under a trust or a person who owns blocks of flats and/or private dwelling houses in the business of a sole trader are not deemed to be individuals, except that where the property is a private dwelling house or a self-contained unit insured as part of a block of units and is occupied as a private residence by any of the trustees or any beneficiary of the trust or by the sole trader, it will be deemed to be insured in the name of an individual.

3. any Nuclear Installation or Nuclear Reactor and all fixtures and fittings situated thereon and attached thereto and all pipes, wires, cables, drains or other conduits or service media of any description which are affixed or connected to or in any way serve such Nuclear Installation or Nuclear Reactor.

Damage

Loss of or damage to Insured Property as defined and insured by the General Cover Policy specified in the Schedule.

Consequential Loss

Advanced Business Interruption Cover Options or other insured cost as defined and insured by Cover Four of the General Cover Policy and specified in the Schedule.

Virus or Similar Mechanism

Program code, programming instruction or any set of instructions constructed with the purpose and ability, or purposely used, to damage, interfere with, adversely affect, infiltrate or monitor computer programs, Computer Systems, Data or operations, whether involving self-replication or not. The definition of Virus or Similar Mechanism includes but is not limited to trojan horses, worms and logic bombs and the exploitation of bugs or vulnerabilities in a computer program to damage, interfere with, adversely affect, infiltrate or monitor as above.
Definitions continued

Hacking
Unauthorised access to any Computer System, whether the property of the Insured or not.

Denial of Service Attack
Any actions or instructions constructed or generated with the ability to damage, interfere with or otherwise affect the availability or performance of networks, network services, network connectivity or Computer Systems. Denial of Service Attacks include, but are not limited to, the generation of excess traffic into network addresses, the exploitation of system or network weaknesses, the generation of excess or non-genuine traffic between and amongst networks and the procurement of such actions or instructions by other Computer Systems.

Nuclear Installation
Any installation of such class or description as may be prescribed by regulations made by the relevant Secretary of State from time to time by statutory instrument being an installation designed or adapted for

1 the production or use of atomic energy, or

2 the carrying out of any process which is preparatory or ancillary to the production or use of atomic energy and which involves or is capable of causing the emission of ionising radiations, or

3 the storage processing or disposal of nuclear fuel or of bulk quantities of other radioactive matter, being matter which has been produced or irradiated in the course of the production or use of nuclear fuel.

Nuclear Reactor
Any plant (including any machinery equipment or appliance whether affixed to land or not) designed or adapted for the production of atomic energy by a fission process in which a controlled chain reaction can be maintained without an additional source of neutrons.

Phishing
Any access or attempted access to Data or information made by means of misrepresentation or deception.

Policy
The contract of insurance formed of the Policy wording Schedule and any proposal made by the Insured or on its behalf to the Insurers (whether or not such proposal is recorded in writing).

Computer System
A computer or other equipment or component or system or item which processes, stores, transmits or receives Data.

Data
Data of any sort whatever, including without limitation tangible or intangible data, and any programs or software, bandwidth, cryptographic keys, databases, documents, domain names or network addresses or anything similar, files, interfaces, metadata, platforms, processing capability, storage media, transaction gateways, user credentials, websites, or any information whatever.
Cover

The Insurers will indemnify the Insured for:

a Damage

b Consequential Loss

occasioned by or happening through or in consequence of an Act of Terrorism within the Territorial Limits defined herein.

Provided always that the insurance by this Policy:

a is subject otherwise to all the terms and conditions of the General Cover Policy except:

i the General Exclusions applying to Cover One, Cover Two, Cover Three and Cover Four numbered 8 and 9 and

ii General Exclusions applying to the Policy numbered 1, 2 and 3

iii where expressly varied within this Policy

b is subject to a maximum Period of Insurance of twelve (12) months from the Effective Date or any subsequent Renewal Date of this Policy

Any subsequent period of cover of 12 months, or part thereof, provided by this Policy is deemed to constitute a separate Period of Insurance, provided that

i no subsequent Period of Insurance by this Policy shall extend beyond the next Renewal Date of this Policy

ii the renewal premium due in respect of this Policy has been received by the Insurer

c is not subject to any terms in the General Cover Policy which provide for adjustments of premium.

Limit of Liability

The liability of the Insurers under this Policy in respect of any one Event and in the aggregate in any one Period of Insurance shall not exceed:

a the amount shown as the Limit of Liability in the Policy Schedule

or

b the amount shown as the Limit of Liability in the General Cover Policy

whichever is less.

Any provision for the automatic reinstatement of Limits of Liability sums insured or any one accident limit in the General Cover Policy shall not apply to this Policy.
Exclusions

This Policy does not cover

1 Digital and Cyber Risks

any losses whatsoever directly or indirectly caused by or contributed to by or arising from or occasioned by or resulting from

a damage to or the destruction of any Computer System or

b any alteration, modification, distortion, erasure or corruption of Data

in each case whether the property of the Insured or not, where such loss is directly or indirectly caused by or contributed to by or arising from or occasioned by or resulting from Virus or Similar Mechanism or Hacking or Phishing or Denial of Service Attack.

Provided that this Exclusion 1 will not apply to Damage or Consequential Loss solely to the extent that such Damage or Consequential Loss:

i results directly (or, solely as regards ii c below, indirectly) from fire, explosion, flood, escape of water from any tank, apparatus or pipe (including any sprinkler system), impact of aircraft or any aerial devices or articles dropped from them, impact of any sea-going or water-going vessel or of any vehicle whatsoever or of any goods or cargo carried in or on such vessel or vehicle, destruction of, damage to or movement of buildings or structures, plant or machinery other than any Computer System; and

ii comprises;

a the cost of reinstatement, replacement or repair in respect of damage to or destruction of Property insured by the Insured; or

b the amount of business interruption loss suffered directly by the Insured itself by way of loss of or reduction in profits, revenue or turnover or increased cost of working as a direct result of either damage to or destruction of Property insured by the Insured or as a direct result of denial, prevention or hindrance of access to or use of the Property insured by the Insured by reason of an Act of Terrorism causing damage to other Property within one mile of the Property insured by the Insured to which access is affected; or

c the amount of loss caused by the cancellation, abandonment, postponement, interruption, curtailment or relocation of an event as a result of damage to or destruction of Property and any additional costs or charges reasonably and necessarily paid by the Insured to avoid or diminish such loss; and

iii is not proximately caused by an Act of Terrorism in relation to which the relevant organisation or any persons acting on behalf of or in connection with that organisation are controlled by, acting on behalf of or part of any de jure or de facto government of any nation, country or state.

iv The meaning of Property for the purposes of this proviso shall (additionally to those exclusions in the definition of Insured Property) exclude:

a any money (including Money as defined elsewhere in the General Cover Policy), currency, electronic cryptographic or virtual currency including Bitcoin or anything similar, negotiable or non-negotiable instruments, financial securities or any other financial instrument of any sort whatever; and

b any Data.

v Notwithstanding the exclusion of Data from Property, to the extent that damage to or destruction of Property within the meaning of sub-paragraph ii above indirectly results from any alteration, modification, distortion, erasure or corruption of Data, because the occurrence of one or more of the matters referred to in sub-paragraph i above results directly or indirectly from any alteration, modification, distortion, erasure or corruption of Data, that shall not prevent cost or business interruption loss directly resulting from damage to or destruction of such Property and otherwise falling within sub-paragraphs i and ii above from being recoverable under this Policy. In no other circumstances than the previous sentence, however, will any loss or losses directly or indirectly caused by, contributed to by or arising from or occasioned by or resulting from any alteration, modification, distortion, erasure or corruption of Data be recoverable under this Policy.

vi For the avoidance of doubt, the burden of proof shall be on the Insured to prove or establish all the matters referred to in sub-paragraphs i to ii above.
Exclusions continued

This Policy does not cover

2 Riot Civil Commotion and War

any losses whatsoever occasioned by riot civil commotion war invasion act of foreign enemy hostilities (whether war be declared or not) civil war rebellion revolution insurrection or military or usurped power.

3 Private Residences

any loss whatsoever or any expenditure resulting or arising therefrom or any Consequential Loss directly or indirectly relating to a private residence property when insured in the name of a private individual caused by or contributed to by or arising from:

a the radioactive toxic explosive or other hazardous properties of any explosive nuclear assembly or nuclear component thereof;

b ionising radiation or contamination by radioactivity or from the combustion of any radioactive material;

c chemical and/or biological and/or radiological irritants contaminants or pollutants.

4 Territorial Limits

any losses whatsoever arising directly or indirectly from any cover or extension of Premises provided by the General Cover Policy to locations outside the Territorial Limits.

5 Excluded Cover

any losses occurring under Cover Five – Public Liability and Cover Six – Contractors JCT 6.5.1 of the General Cover Policy.
Special Conditions

1  Burden of Proof
   In any action suit or other proceedings where the Insurers allege that any Damage or Consequential Loss resulting from Damage is not covered by this Policy the burden of proving that such damage or loss is covered shall be upon the Insured.

2  Law and Language Applicable
   Unless the Insurers agree otherwise
   a  the language of the Policy and all communications relating to it will be in English
   and
   b  all aspects of the Policy including negotiation and performance are subject to English law and the decisions of English courts.
Complaints Procedure

Our aim is to get it right, first time every time. If you have a complaint we will try to resolve it straight away but if we are unable to we will confirm we have received your complaint within five working days and do our best to resolve the problem within four weeks. If we cannot we will let you know when an answer may be expected.

If we have not resolved the situation within eight weeks we will issue you with information about the Financial Ombudsman Service (FOS) which offers a free, independent complaint resolution service.

If you have a complaint, please contact our Customer Satisfaction Manager at:

Customer Satisfaction Manager, Allianz Engineering, Head Office
Haslemere Road, Liphook, Hampshire, GU30 7UN

Telephone: 01428 722407
Fax: 01428 724824
Email: customer.satisfaction@allianz.co.uk

You have the right to refer your complaint to the Financial Ombudsman, free of charge – but you must do so within six months of the date of the final response letter.

If you do not refer your complaint in time, the Ombudsman will not have our permission to consider your complaint and so will only be able to do so in very limited circumstances. For example, if the Ombudsman believes that the delay was as a result of exceptional circumstances.


Website: www.financial-ombudsman.org.uk
Telephone: 0800 0234567 or 0300 1239123
Email: complaint.info@financial-ombudsman.org.uk

Using our complaints procedure or contacting the FOS does not affect your legal rights.

The European Commission has an online dispute resolution service for consumers who have a complaint about a product or service bought online. If you choose to submit your complaint this way it will be forwarded to the Financial Ombudsman Service.

Visit https://ec.europa.eu/odr to access the Online Dispute Resolution Service. Please quote our e-mail address: customer.satisfaction@allianz.co.uk.

Alternatively, you can contact the Financial Ombudsman Service directly.

Notifying a Claim

Claims under this Policy should be notified to the Insurers in accordance with the Claims Conditions of the Policy at the following Allianz Office.

Please provide your Policy number and as much information as possible about the claim:

Allianz Engineering
Claims Department
Haslemere Road
Liphook
Hampshire
GU30 7UN

Tel: 01483 265825
Email: claims@allianzengineering.co.uk

Lines are open from 9am to 5pm Monday to Friday

Financial Services Compensation Scheme

Allianz Insurance plc contributes to the Financial Services Compensation Scheme (FSCS).

You (the Insured) may be entitled to compensation from the FSCS if we (the Insurers) are unable to meet our liabilities. Further information about compensation scheme arrangements is available at www.fscs.org.uk, by emailing enquiries@fscs.org.uk or by phoning the FSCS on 0800 678 1100 or 0207 741 4100.
Fair Processing Notice – how we use personal information

1. Who we are
When we refer to "we", “us” and “our” in this notice it means Allianz Insurance plc or Allianz Engineering Inspection Services Limited.

When we say, “individuals” in this notice, we mean anyone whose personal information we may collect, including:
- anyone seeking an insurance quote from us or whose details are provided during the quotation process
- policyholders and anyone named on or covered by the policy
- anyone who may benefit from or be directly involved in the policy or a claim, including claimants and witnesses.

2. How we use personal information
We use personal information in the following ways:
- to provide quotes, administer policies and policyholder claims to fulfil our contract
- to administer third party claims and prevent financial crime to meet our legal obligations
- to manage our business and conduct market research to meet the legitimate needs of our business
- to send marketing information about our products and services if we have received specific consent.

There is no obligation to provide us with personal information, but we cannot provide our products and services without it.

3. Automated decision making, including profiling
We may use automated decision making, including profiling, to assess insurance risks and administer policies. This helps us decide whether to offer insurance, determine prices and validate claims.

Anyone subject to an automated decision has the right to object to it. To do so they should contact us by emailing us at acccsm@allianz.co.uk and we will review the decision.

4. The personal information we collect
We collect the following types of personal information so we can complete the activities in section 2, “How we use personal information”:
- basic personal details such as name, age, address and gender
- family, lifestyle and social circumstances, such as marital status, dependants and employment type
- financial details such as direct debit or payment card information
- photographs and/or video to help us manage policies and assess claims
- tracking and location information if it is relevant to the insurance policy or claim
- identification checks and background insurance risk details including previous claims information
- medical information if it is relevant to the insurance policy or claim
- criminal convictions if it is relevant to the insurance policy or claim
- accessibility details if we need to make reasonable adjustments to help
- business activities such as goods and services offered.

5. Where we collect personal information
Direct from individuals, their representatives or information they have made public, for example, on social media.

From other persons or organisations, for example:
- credit reference and/or fraud prevention agencies
- emergency services, law enforcement agencies, medical and legal practices
- insurance industry registers and databases used to detect and prevent insurance fraud, for example, the Motor Insurance Database (MID), the Motor Insurers Anti-Fraud and Theft Register (MIAFTR) and the Claims and Underwriting Exchange (CUE)
- insurance investigators and claims service providers
- other insurers or service providers who underwrite the insurance or provide the services for our products
- other involved parties, for example, claimants or witnesses.
Fair Processing Notice – how we use personal information continued

6. Sharing personal information
   We may share personal information with:
   • other companies within the global Allianz Group
     www.allianz.com
   • credit reference, fraud prevention and other agencies that carry out certain activities on our behalf, for example, the Motor Insurance Database (MID), the Insurance Fraud Bureau (IFB) and marketing agencies if agreed
   • our approved suppliers to help deal with claims or provide our benefit services, for example, vehicle repairers, legal advisors and loss adjusters
   • other insurers, third party underwriters, reinsurers, insurance intermediaries, regulators, law enforcement and the Financial Ombudsman Service (FOS); and other companies that provide services to us or you, for example, the Employers Liability Tracing Office (ELTO) and the Claims and Underwriting Exchange (CUE)
   • prospective buyers in the event that we wish to sell all or part of our business.

7. Transferring personal information outside the UK
   We use servers located in the European Union (EU) to store personal information where it is protected by laws equivalent to those in the UK. We may transfer personal information to other members of the global Allianz Group to manage the insurance policy or claim; this could be inside or outside the EU. We have Binding Corporate Rules (BCR’s) which are our commitment to the same high level of protection for personal information regardless of where it is processed. These rules align with those required by the European Information Protection authorities. For more information about BCR’s, contact our Data Protection Officer.

   Some of our suppliers have servers outside the EU. Our contracts with these suppliers require them to provide equivalent levels of protection for personal information.

8. How long we keep personal information
   We keep information only for as long as we need it to administer the policy, manage our business or as required by law or contract.

9. Know your rights
   Any individual whose personal information we hold has the right to:
   • object to us processing it. We will either agree to stop processing or explain why we are unable to (the right to object)
   • ask for a copy of their personal information we hold, subject to certain exemptions (a data subject access request)
   • ask us to update or correct their personal information to ensure its accuracy (the right of rectification)
   • ask us to delete their personal information from our records if it is no longer needed for the original purpose (the right to be forgotten)
   • ask us to restrict the processing of their personal information in certain circumstances (the right of restriction)
   • ask for a copy of their personal information, so it can be used for their own purposes (the right to data portability)
   • complain if they feel their personal information has been mishandled. We encourage individuals to come to us in the first instance but they are entitled to complain directly to the Information Commissioner’s Office (ICO) www.ico.org.uk
   • ask us, at any time, to stop processing their personal information, if the processing is based only on individual consent (the right to withdraw consent).

If you wish to exercise any of these rights please contact our Customer Satisfaction Manager:
Address:  Customer Satisfaction Manager, Allianz, 57 Ladymead, Guildford, Surrey, GU1 1DB
Email:  accsmd@allianz.co.uk
Phone: 01483 552438

10. Allianz (UK) Group Data Protection Officer
   Contact details
   Allianz Insurance plc and Allianz Engineering Inspection Services Limited are companies within the Allianz Holdings.

   Any queries about how we use personal information should be addressed to our Data Protection Officer:
   Address:  Data Protection Officer, Allianz, 57 Ladymead, Guildford, Surrey GU1 1DB
   Email:  dataprotectionofficer@allianz.co.uk
   Phone: 0330 102 1837
Fair Processing Notice – how we use personal information \textit{continued}

Changes to our Fair Processing Notice

Occasionally it may be necessary to make changes to this fair processing notice. When that happens \textit{we} will provide an updated version at the earliest opportunity. The most recent version will always be available on our website \url{www.allianz.co.uk}.

Consent for Special Categories of Personal Data

The global Allianz Group may need to collect and process data relating to \textbf{individuals} who may benefit from the policy (“Insured Persons”), which falls within the special categories of personal data under Data Protection Legislation, for example, medical history or convictions of Insured Persons for the purpose of evaluating the risk and/or administering claims which may occur. You must ensure that you have explicit verbal or written consent from the Insured Persons to such information being processed by the global Allianz Group and that this fact is made known to the Insured Persons.

By applying for and/or entering into this insurance policy you will be deemed to specifically consent to the use of the Insured Persons Personal Data in this way and for these purposes and that your directors, officers, partners, and employees have consented to the global Allianz Group using their details in this way.